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Abstract—Advanced technologies are integrated into mobile,
desktop, and online platforms humans use daily. Cybersecurity
measures are in place to combat malware threats, and these
measures are improving in reliability over time. This literature
survey will examine the breadth of research and existing malware
detection and prevention solutions. The focus will primarily focus
on mobile and online environments. Through a comprehensive
analysis of peer-reviewed articles and papers from research schol-
ars, we will explore malware detection techniques and strategies.
This literature survey will highlight deep learning algorithms
to evaluate their effectiveness, strengths, and limitations. Ethical
and privacy concerns will also be assessed as companies and
individuals may use these types of malware detections for safety
measures.

I. INTRODUCTION

Malware is still a prevalent and serious cybersecurity threat
in today’s digital environment. Malware infiltrates millions of
devices, capable of executing various malicious actions such
as leaking sensitive data, encrypting files, impairing system
performance, and more [16]. Thus, detecting malware is vital
for safeguarding our computers and mobile devices against
malicious attacks. Our literature review will focus on Malware
detection in Big Data. The goal of this project is to tackle
various solutions to malware detection. Deep Learning (DL)
and artificial intelligence have surfaced as a promising tech-
nology for the detection of malware in recent developments.
Mobile malware is considered malware detection technique for
Android and iOS, another specialized term includes advanced
persistent threats and ransomewhere in which they target
threats of higher sophistication. Detection strategies will be
analyzed so that there is a protocol for ongoing and adaptive
malware attack. We will examine the effectiveness of deep
learning models, data mining techniques, community detection
algorithms, and deep neural models as potential strategies for
combating malware attacks.

II. TRADITIONAL METHODS OF MALWARE DETECTION

Malware detection is a critical line of defense against
threats that target computers and online platforms. Modern
malware detection algorithms use Deep Learning, which relies

on a large sample of data to make decisions and are trained.
There are conventional techniques, such as Signature-Based
Detection, Behavioral-Based Detection, Static Analysis, Sand-
boxing, and File Integrity Sharing. The algorithms listed do
not use any source of deep learning, so the decision-making
is based purely on what the malware does in real-time. A
problem with non-deep learning malware detection algorithms
is that the malware has already caused catastrophic damage
before being detected and flagged. Malware Detection that
utilizes Deep Learning started rolling out later to resolve some
of these issues. For example, if a person’s financial information
was already tampered with by malware and the detection
algorithm reports later, this solution did not fully prevent the
unfortunate event. It’s important to understand older malware
detection algorithms and limitations for developers to incor-
porate deep learning into existing algorithms.

A. Signature-Based Detection

Signature-Based Detection relies on a database, which is
known as malware signatures. The signatures are a unique
string of data or patterns that associates and identifies a
particular malware[1]. The malware detection software scans
all the computer’s files and compares it to the database for
any matches to malicious malware. This detection algorithm
is simple to understand and has high accuracy. However, the
detection only works for pre-existing malwares that are in
the database. This implies that newer or modified versions of
malware will not be detected and could cause damage to the
computer system. The database has to be consistently updated
to be more effective, but there will always be a type of malware
that is not in the database. This algorithm is a cycle that repeats
with loopholes, which Deep Learning algorithms fixes. The
cycle is shown in Figure 1.

B. Heuristic-Based Detection

Heuristic-based detection is more flexible than Signature-
Based Detection. The main difference between Signature-
Based Detection and Heuristic-Based Detection is that –
Heuristic-Based Detection does not use any source of



Fig. 1: Siganture-Based Detection [4]

databases for making decisions of identifying malware and de-
tecting it [1,5]. Instead, Heuristic-Based Detection analyzes the
characteristics and behavior of files on a computer system to
identify suspicious activity, which may indicate malware may
have made malicious modifications. Heuristic-Based detection
will check system files, unusual start-up behavior, or any
malicious executable files. Heuristic-Based does cover weak
points from Signature-Based by flagging malware that may
not have been seen before and rely on databases. However, a
fault with the Heuristic approach is that there could be false
positives by accidentally flagging regular software as malware.
The Signature-Based approach makes a direct comparison, so
there is a lower chance of false positives. Another downside
of the Heuristic-Based approach is a delay in action when
the malware enters the system. The algorithm takes a while
to notice malicious behavior before flagging, which may be
enough time for the malware to cause harm.

C. Behavioral-Based Detection

Behavioral-Based Detection observes the actions of a pro-
gram while it’s being executed. It does not rely on sample data
or databases but does analyze in real-time of how the program
interacts with the system. If the program starts to simulate
malicious behavior, such as replication like viruses, using the
internet to broadcast large amounts of data, or encrypting
files, then it can be analyzed and processed. This detection
algorithm is like Heuristic-Based Detection, but in different
aspects. However, the same problem arises, such as there is a
delay from recognizing the malware before it does damage.

D. Static Analysis

Static Analysis inspects the code of a program without
execution. This detection method derives insights into the
program’s behavior from the structure, metadata, and depen-
dencies, such as what it needs access to. This detection method
looks through binary files for any malicious instruction se-
quences [5]. Static Analysis is significantly different from the
other methods because it looks ahead of time at the possible
behavior instead of analyzing the behavior after execution.
An advantage of Static Analysis is that it prevents damage
from malware once it’s properly flagged as malware. However,
cybercriminals are aware of these methods and engineer ways
to evade being flagged from Static Analysis detection for
malware. Another downside is that the malware is complex
because it can take a lot of resources to analyze the code and

Fig. 2: Behavioral-Based Detection [6]

Fig. 3: Behavioral-Based Detection [1]

take longer to decide whether or not to flag the program as
malware.

E. Sandboxing

Sandboxing is another popular technique for malware detec-
tion. Sandboxing allows malicious software to be executed is
an isolated and monitored environment. The isolation prevents
the malicious software from accessing other files or other
permissions to cause harm [5]. If it’s determined the program
is performing harmful actions, then it can be flagged as
malware. This is especially effective because if it evades the
Static Analysis check, then it can be flagged by its actions
and behavior. An advantage of sandboxing is that you can
test if software behaves like malware without sacrificing your
system. However, cybercriminals are making their algorithms
sneakier by adding code that can detect if the malware is



running in an isolated or sandbox environment and will change
its behavior to avoid being flagged as malware.

Fig. 4: Sandboxing Visualization [11]

F. File Checking Integrity

File Integrity Checking is a technique where it captures the
state of the system periodically before the malware is ever
executed. When the malware is executed, it will continuously
compare the baseline to the current state to detect any mali-
cious modifications caused by the malware [5]. This method
just detects unauthorized changes. However, this may be a flaw
for malwares that doesn’t necessarily change any files and just
sends information out through a network. Additionally, there
are sometimes File Integrity can have false positives because
it may not accurately tell the difference between malicious
and non-malicious alterations. File Integrity does not prevent
malware, but can only alert the user after an unauthorized
change has occurred.

III. COMMUNITY DETECTION APPROACHES FOR
ADVANCED MALWARE ANALYSIS

Malware families have groups of malware that have similar
attack methods to accomplish their goals. These variants have
similar codes, behaviors, and infrastructure. Community de-
tection allows us to discover concealed patterns and structures
within a specified system or network. We will be discussing
different community detection approaches for malware detec-
tion. Instead of identifying malware individually, this method
focuses on detecting clusters across a network. This allows
the detection process to work more efficiently and allows us
to identify threats faster.

The workflow of malware detection using this method in-
cludes 3 steps, which are feature extraction, similarity network
generalization, and community detection [1]. Feature extrac-
tion involves examining inputs to identify their behaviors.
Three different malware approaches that are used for feature
extraction are static, dynamic, and hybrid. Static analysis is
able to analyze the characteristics of a file and its features.
Dynamic Analysis executes the file, and also monitors runtime
activities. These features are critical because they give insight
into the function and behavior of executable files which helps

with the development of detection algorithms. Hybrid analysis
combines both techniques to become more powerful, which is
able to use multiple malware types at the same time. Similarity
network generalization creates a graph/network based on sim-
ilarities between data. It assigns feature vectors to a graph by
grouping nodes with similar characteristics. Lastly, community
detection uses similarity network graphs to combine common
nodes into communities.

Feature selection in Community detection means using
community detection algorithms to organize groups of similar
features and then choosing a smaller group of the most
used features from each community. This process helps avoid
unnecessary or irrelevant features that could hurt the clas-
sification system. Using strategies like meta-heuristics, node
centrality, and association with the class variable are used to
select the most significant set of features from communities
[1]. The community detection approach has to analyze the
type of detection algorithm used and its function in malware
analysis, which narrows the process down to detection or
feature selection.

Some well-known community detection algorithms in net-
work analysis are Louvain, Infomap, Label Propagation, and
Girvan-Newman [1]. Louvain algorithm is a clustering method
that helps find communities within a larger network. The goal
of this algorithm is to improve a quality function known as
modularity, which can improve the structure of communities
and their connections. Infomap is based on the information
theory concept which focuses on dividing communities based
on well-defined qualities and grouping nodes that work well
with each other. Label propagation has the ability to handle
the organization of community relationships inside a network
based on the common characteristics and behaviors. In ad-
dition, it can assign nodes to a network based on common
features seen in neighboring communities. This algorithm
helps improve the functionality of community detection for
larger-size networks. The Girvan-Newman method functions
by removing edges that show the biggest number of paths with
nodes crossing them [1]. This aids in creating a community
with distinct similarities and high-level connections. Overall,
the algorithms discussed above utilizes the idea of a hierar-
chical structure which reflects how a community is designed
using different levels of importance within a network. This
type of organization allows for higher levels of abstraction
and analyzes networks across multiple levels of resolution.

IV. DISCUSSION ON DEEP LEARNING ALGORITHMS

Deep Learning algorithms are being used to fight malware
detection with today’s growing increase in cyber attacks and
the use of AI. DL has helped make remarkable progress by
adapting to the nature of cyber threats and applying advanced
techniques. Some of the advantages of Deep Learning Models
is the ability to handle larger volumes of data and perform au-
tomatic feature extraction. They can also understand complex
patterns from large datasets and have better detection accuracy.

Recurrent Neural Networks (RNN) and Convolution Neural
Networks (CNN) are both commonly used DL algorithms.



RNN is mainly used to analyze sequential data, which uses
memory to keep track of previously inputted data and output
the next sequence. RNN requires significantly less time to
detect malware in data. In addition, it can prevent attacks by
detecting them during execution time. CNN is mostly used
for classifying images and detecting patterns [8]. CNN can
extract features from data and show signs of malware be-
havior. Another widely used technique is General Adversarial
Networks. This uses generative algorithms to find important
patterns from input data. Generative algorithms can understand
the structure of data at a high level to create new samples that
might be similar to the original. These samples can be helpful
in catching variations in real-world malware that could be
purposely made by attackers to avoid detection. This algorithm
is crucial in today’s environment because of the increase in
adversarial attacks and challenging situations.

Recent studies have been exploring how Deep Transfer
Learning (DTL) and Deep Reinforcement Learning (DRL) are
being used to help train DL models and make them more
effective. Deep transfer learning utilizes the knowledge from
one DL model and transfers it to another one to help them
learn specific tasks [8]. This gives DTL models an opportunity
to learn from each other and improve their performance and
training. DRL uses deep learning and reinforcement learning
to help training models make decisions about malware attacks.
This helps deal with challenges presented by recognizing and
identifying malware to aid in choosing an optimal solution.

One of the challenges being presented is the growth of
mobile devices, which has led to an increase in cyber attacks.
Although many detection models have been proposed, many of
them are not compatible with Android devices. A new research
motive is to find new models that can support the features and
complexity of mobile devices. Another recent advancement
is the use of parallelization mechanisms. Parallelization for
procedures in DL models has led to higher efficiency and
lower execution time [8]. Future algorithms are aiming to
use advanced parallelization methods to create high-level DL
models and improve implementation as well as resources for
complex tasks.

Fig. 5: Visualization of cross field malware attack types and
variety.

V. OPERATING SYSTEMS

In the context of malware detection systems for operat-
ing systems, machine learning has been the commonplace
solution. However, current malware detection systems for
operating systems caters towards Linux and Microsoft, leav-
ing MacOS geared detection, prevention, and remediation
largely underdeveloped and under researched. MacOS has a
17percent-sign market share, in which the primary operating
system is macOS [10]. The large market and userbase of
Mac OS systems, would many users of MAC products vul-
nerable to hackers and attackers with malicious intent if the
attacks were carried out successfully. Hence the importance
of dealing with malware for macOS is supported. Since mal-
ware detection systems exists already for operating systems,
similar approach can be used and a complete recreation of
the system is unnecessary. A machine learning approach to
malware detection systems typically follows feature extraction
to allow the machine to acquire the important features that
characterizes the malware attack. Typical characteristics of
detection techniques include a signature based approach, in
which a match is generated based on existing database of
malware attacks. Sandboxing allows for operating systems
to be removed from the attack, as the attack or unusual
behavior is isolated to determine the origin. Limitations for
malware detection which is similar across many fields include
false positives and negatives, and detection influencing the
performance. A highly complex multi modal interface like
linux result in difficulty for setting a standard for detection.
Windows have the history and statistics for high usage, making
it a prime target and vulnerable for reasons similar to linux
- diverse configuration. Potential solutions towards efforts in
malware detection in operating system includes integrated
security in which many techniques are used in tandem, layered
upon the previous one. Training the users population on correct
techniques is a way to improve the rates of malware detection
and reporting, without referencing the software and hardware
aspect and configuration.

A. Android Operating Systems

As the increase in reliance of mobile devices occur every
year for the general human population, android operating
systems are left vulnerable to attackers because of the fruitful
outcome if successful attack occurs. Similarly to computer op-
erating systems, signature based and behavior based detection
are used to counteract malware attacks. In addition, there is
also the method of static, dynamic, and hybrid analysis, in
which the analysis of the code occurs in various time points
before execution. This concept can be applied to the operating
systems as discussed before. Furthermore, a combination of
the techniques can be used to encourage effectiveness, compre-
hension, and adaptability [12]. A host of limitations similar to
operating systems across the board includes intensive research
use, false positives and false negatives. A way to intercept
the false positives and false negative rates is targeting better
heuristic methodologies while also simultaneously improving
the adaptability of the methods to newer malware attacks.



Fig. 6: Comparison of Deep Learning Algorithms [1, 7, 8, 9]



VI. INTERNET OF THINGS (IOT)

IoT malware exists through its various forms and applica-
tions within the home and commercial company settings. In
malware detection, identification is the first step in which for
IoT settings graphing and non-graphing techniques are used
with varying efficacy. CNN and LSTM combined is a common
malware detection solution that combines the advantages so
that spatial and sequence prediction is achieved [13]. There
are computational limitations becuase IoT systems are not
designed with complex architectures and hardwares and often-
times a requirement includes being contained and ending up
in a small space. The intentions of the models are clear when
deep learning can detect anomoly, however they encounter
the issue of black box and low explainability is a drawback.
Feature selection reduces computational complexity and is
a malware detection technique which derives the important
peaks from the dataset.

VII. AUTONOMOUS VEHICLES AND MALWARE
DETECTION

Autonomous vehicles are the new age type of transportation
in which human intervention is not required for the trans-
portation vehicle. As electric vehicles and regular gasoline
vehicles adopt autonomous modes, and their functionality
is becoming the status quo, malware detection is required
for analysis. The autonomous vehicles are connected to data
transfer directions and are vulnerable because of their need
to transfer information and receive real time updates from the
web. Such ways include remote access attacks, ransomware,
data theft, and more. Unusual activity which deviates from the
normal functionality is detected conventionally using machine
learning techniques. Personal information is stored to support
customizable driving functionality like the telematics control
units, user identification system, etc. Hence encryption is used
to authenticate the user. Limitations of autonomous vehicle
malware detection is that the interface between the parts are
more complex than mobile, which can introduce storage and
increased latency for the detection. Cyber attacks also evolve
at a faster rate than car updates [11], a change in the system
update center, automated updates, or real time connection to
current vehicles from the security standpoint would be viable
solutions. For future malware detection solutions, blockchain’s
capability in decentralizing transactions can be leveraged in the
interconnections between the automobile functionalities.

VIII. ETHICAL CONCERNS OF DEEP LEARNING

Deep Learning is a branch of Artificial Intelligence where
companies use machines to analyze large data values with
minimal human intervention, which is used in Malware De-
tection, for example. As these intelligence services are a
part of our daily lives, there is a rise of ethical concerns
and challenges. Concerns that arise with ethical concerns
of Artificial Intelligence and Deep Learning, such as bias,
fairness, transparency, and privacy concerns.

A. Transparency

Transparency is an essential factor when it comes to hu-
mans using Artificial Intelligence and Deep Learning [14].
Transparency involves trust, fairness, and accountability. The
challenges involved with trust include interpretability and
performance trade-offs. Simpler algorithms make it easier for
humans to read and understand how the algorithm is making
decisions. However, simpler algorithms can be less powerful
and less reliable, such as decision trees. Deep Learning is
often complex because it requires a lot of data as input but
has higher accuracy. This may pose a concern because humans
may not understand the rationale behind a decision a Deep
Learning made. Currently, there are no laws or regulations
for transparency of Artificial Intelligence and Deep Learning.
No regulations can lead to variations of transparency of
Artificial Intelligence and Deep Learning systems, allowing
systems to vary their standards, which could cause more
harm or concern than other systems. Possible solutions for
transparency include implementing explainable Artificial In-
telligence, which explains the decision process. This can also
be tweaked to explain the decision process while making the
decisions. Regulations or standards that require transparency
can also be implemented. For instance, the European Union’s
General Data Protection Regulation includes the right for an
explanation of an algorithmic decision [2]. These solutions can
help us understand why Malware Detection Algorithms may
flag a software as malicious and can learn the types of malware
that computers or mobile devices may be targeted with.

B. Bias and Fairness

As the number of cyber threats increases, the usage of
deep learning in malware detection has become more pop-
ular. Malware detection algorithms have great advantages in
identifying malicious software and minimizing the risks. The
bias in malware detection comes from the data that is used to
train these types of systems. The systems are only good from
the data they learn from. This may pose a problem to mal-
ware detection algorithms because the data may not be fully
representative of all real-world scenarios. There will always
be a risk of biased outcomes based off the data. For example,
the data can reflect from specific geographical regions, which
means the model can fail to detect newer malware types from
geographical regions. This can lead to false negatives, which
can pose a risk to companies or individuals using malware
detection algorithms. The bias can come from skews in the
data, where the data does not reflect newer malware types;
sampling bias, where some malware types are overrepresented
or underrepresented; and labeling bias, where there may be
a possibility that some software is incorrectly flagged and
decreases accuracy. To mitigate these issues, Deep Learning
algorithms can include diverse and updated training data so
the model can be exposed to a broad spectrum of malware
threats. Rigorous testing to verify the validity of the model
can be a solution as well because the model’s performance
can be evaluated across a variety of scenarios to ensure
high accuracy and unbiased. Developers and cybersecurity



Fig. 7: Machine learning malware detection outline

Fig. 8: Autonomous vehicles overview [11]

professionals of these detection algorithms can improve the
reliability and fairness of these systems by acknowledging
these solutions provided to maintain the security of mobile
and online platforms.

C. Privacy Concerns

The usage of deep learning algorithms for malware detec-
tion has increased due to the numerous varieties of malware
that exist in the world. Deep Learning algorithms often require
large volumes of data to accurately recognize scenarios of de-
tecting malwares. However, this may rise of privacy concerns
because this uses data from human’s computers or mobile
devices when reporting the malware. The data that can be

Fig. 9: Internet of Things [14]

included in the Deep Learning algorithm are behavior logs,
network traffic, and files that may contain sensitive informa-
tion. Data breaches are possible to happen in the cybersecurity
world, which could pose a risk to users that have their data
collected by the Deep Learning algorithms. Attackers could
possibly sell the data for money or use the data for malicious
reasoning, such as fraud and identity theft. The misuse of the
data can also go against individuals and companies because
attackers can use the data to analyze backdoors or loopholes to
trick the algorithm to cause harm. Balancing between security
and privacy can be a huge dilemma because algorithms can
use less user data for their algorithms, but this results in
lower accuracy of detecting malware. If developers want to



Fig. 10: Key deep learning Malware techniques

improve the accuracy of malware detection, they need a large
volume of data at the expense of privacy concerns. This ties
back into transparency, as previously discussed, because the
only solution is to have clear communication of how the data
collected will be used and the time the data will be retained
for. Developers can also have consent forms for users to
agree of the data collection. Mitigation strategies include data
anonymization, where the data collected should not be able
to identify the user. Data minimization can also be an option
because it may be discovered that not all the data collected is
used or needed for the decision-making of malware detection
algorithms [3]. Encryption of the data can also be used to
prevent unauthorized access in case of an algorithm data
breach [3]. Balancing security and privacy concerns includes
a lot of measures that need to be put into place for ethical
considerations. Since it is impossible to favor both, the best
approach is to have balance when developers are developing
detection algorithms.

IX. DATA MINING

Data Mining is a popular technique within the cybersecurity
industry when it comes to fighting malware. Data Mining

utilizes advanced algorithms to analyze and detect malicious
software, such as software. These algorithms utilize machine
learning to adapt to the changing behavior of malware. Ma-
chine Learning algorithms often rely on statistical techniques,
such as clustering algorithms to find patterns and similarities
in different types of malware, which can help in predicting and
identifying new threats [17]. Additionally, detection techniques
are used to spot unusual activities that deviate from standard
network behavior, often signaling a potential disruption to the
computer system. For example, association rule mining helps
in discovering relationships between various characteristics
of malware, aiding in the refinement of detection rules. By
integrating these diverse data mining methods, cybersecurity
experts can enhance their defenses, making it tougher for
malware to penetrate and damage systems.

A. Association Mining
Association rule mining is particularly effective in malware

detection by uncovering hidden patterns and relationships
within large datasets of network activity and malware sam-
ples [17]. In cybersecurity, it involves identifying frequent
combinations of behaviors that are commonly associated with



malware, such as specific code sequences, network signatures,
or system changes. These associations are then used to develop
rules that help predict whether a new software behavior or
network traffic indicates a malicious threat. For example, if
a particular sequence of system calls and network requests
frequently occurs in a dataset of known malware, a rule can
be established that triggers an alert when this sequence is
detected, and the malware is flagged. This approach enhances
the detection capabilities of cybersecurity systems by enabling
them to recognize and respond to potential threats based on
learned patterns, rather than relying solely on known malware
signatures as discussed with traditional malware detection
algorithms.

CHALLENGES AND FUTURE DIRECTIONS

Data mining techniques like classification and clustering
may present challenges when detecting results and challenging
difficulties in real-life applications. They are able to detect
malware from file samples or data, but being able to confirm
the threat provides new challenges. This often requires need
for domain specialists and manual inspection, which may be
time-consuming. With the increase in new types of malware
and evolving techniques, it is difficult for older classification
systems to keep up. These detection systems need to learn to
evolve with the changing trends/threats in order to properly
maintain its functionality. In addition, adversarial learning is a
significant concern with these data mining approaches. This
means that attackers might be able to trick classifiers by
changing data distribution or feature importance. Researchers
hope to create stronger and more effective techniques that are
able to fight adversarial situations.

CONCLUSION

Malware detection algorithms have come a long way in
improving the functionality and accuracy of malware detec-
tion. Before Deep Learning versions of malware detection
algorithms existed, traditional algorithms relied on databases
and the CPU to make the decisions instead of utilizing a
deep learning algorithm. We have discussed the limitations of
traditional malware detection and the significant advancements
in deep learning detection algorithms. Traditional Malware
Detection Algorithms often tried matching the signature of the
malware for malware detection. However, traditional methods
are struggling to keep up with the rapid development of
malicious malware because traditional methods often require
frequent updating and were found to be unpractical for indi-
viduals and companies to use.

In contrast, Deep Learning algorithms use large data sam-
ples to predict patterns for new types of malware that may have
properties similar to those of existing malware types. Deep
Learning is introduced as a proactive and dynamic solution
to malware detection. The future of technology is using Deep
Learning to enhance the security of cyber threats against com-
puter systems. Deep Learning algorithms are still developing
and integrated for cybersecurity strategies to transition from
rule-based algorithms to adaptive algorithms.

Fig. 11: Data Mining Visualization [4]

Deep Learning has provided a promising development for
malware detection with its powerful techniques for larger
datasets. We have discussed various DL algorithms that have
shown the ability to adapt to changing variants and challenging
situations. In addition, they have shown different approaches
and features to help detect malicious files and recognize signs
of malware. In the future, researchers hope to advance the use
of deep learning with platforms for MacOS and Windows.

Privacy and ethical concerns arise in using Deep Learning
Algorithms. Ethical concerns must be addressed to protect
individuals and maintain trust when using these algorithms. As
discussed, Deep Learning algorithms consume large amounts
of data, which can contain personal information. Transparency
about the algorithms is essential to maintain trust with the
public. Regulations or laws for the usage of Deep Learning
Algorithms don’t exist but can be a beneficial solution. There
are sacrifices of the performance of deep learning algorithms
if regulations are implemented, but a balance would be an
optimal solution.

The overview of the specific characteristics of malware
detection from across various disciplines and fields allows us
to discern the key characteristics, similarities, and differences.
Through the analysis, themes can be disseminated across fields
which are less established malware detection fields.

A suggestion for a future direction of malware detection re-



search includes a hardware based malware detection which can
be applied to mobile computing. A different path for machine
learning-based detection encompasses applications for online
platforms and operating systems like MacOS and autonomous
vehicles. Similar challenges and limitations are faced across
the various fields, a deeper dive into new hardware accelerators
in combination with software neural network solutions can
reveal a more efficient, storage minimizer type of solution can
pave the way for new malware detection techniques. Machine
learning specifically has both supervised and unsupervised
training, in which the concept can be applied to malware
detection and using gpt type model baselines in the form of a
neural network to tell the general form of application so that
the solution can be curated and implemented on it’s own. That
type of solution would require a dataset of previous malware
detection techniques, hence the compilation of the sources,
limitations and advantages.

X. INDIVIDUAL CONTRIBUTIONS

A. Queenly Xie

Contribution with the analysis of malware detection tech-
niques for online platforms, operating systems, android oper-
ating systems, Internet of Things (IoT), autonomous vehicles,
MacOS, Linux, and Windows. discussion and intellectual con-
tributions with the malware techniques, and the background for
those malware detection techniques. Updated the abstract and
introduction with the specified malware detection techniques.
Analyzed and looked into subtopics, drawbacks, limitations,
and advantages. Looked into the cross usage of techniques
from one field to another, strategize advantages and potential
application from one field to another.

B. Russell Ridley

Contributed to research on the ethical concerns of Deep
Learning, such as transparency, biases, and privacy. Con-
tributed to the research of Malware Detection algorithms that
do not utilize Deep Learning to show how Deep Learning
improves detection algorithms, such as Signature-Based De-
tection, Heuristic-Based Detection, Behavior-Based Detection,
Static Analysis, Sandboxing, and File Checking Integrity.
Researched the limitations of non-deep learning algorithms,
highlighting the need for Deep Learning. Researched data min-
ing techniques that malware detection algorithms use to detect
similarities of behavior of malware. Additionally, researched
types of data mining techniques, such as Association Mining,
which is a popular data mining technique in malware detection
algorithms.

C. Lakshmi Katravulapalli

Contribution with the analysis on Community Detection
Approaches for Advanced Malware Analysis. Contributed to
the analysis on Discussion for Deep Learning Algorithms and
Techniques. Researched malware detection models in different
fields. Contributed to the table comparing different algorithms
and models present which highlights malware detection across

multiple published papers. Furthermore, researched and dis-
cussed the challenges and future trends of malware detection.
Contributed to the introduction and Background of this paper.
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